Corporate Directors Security

Workshop

“Ninety percent of
directors participating
in our latest governance

survey indicated they
would like to improve ABSTRACT

their understanding of Corporate boards need to ensure that management is
cybersecurity risk,” fully engaged in developing defense and response plans
to current cybersecurity threats — or risk putting their
company's core assets at considerable risk.

said Ken Daly,

National Association of
Corporate Directors o s

President and CEO Ut ecu re I nc

A Cyber Security Strategy Creation Company

‘After a series of high-profile data
breaches and warnings, corporate
boards are waking to cyber threats,
grappling with security issues they
once relegated to technology
experts”

Wall Street Journal

Helping
Companies Navigate
the Cyber Threat Landscape
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PARTICIPATE IN THIS WORKSHOP TO UNDERSTAND THE CHALLENGES
AND SOLUTIONS AS THEY RELATE TO YOUR CONTEXT.

BOARDS CYBERSECURITY WORKSHOP

This short yet intense session will introduce Executives to Cyber Security and help to
recognize critical risks in their environments.

1. Review cyber attackers profiles, motivations and approaches

2. Understand the board’s responsibilities in Enterprise Risk Oversight,
management framework and Governance around information security.

3. Examine the relevance of the SEC guidance around corporation’s disclosure
obligations with respect to cybersecurity risks and incidents.

. Most importantly examine the full context of Information Security — illustrate
why it is a business issue and not a technology issue. If companies don't
recognize that it can seriously impact bottom lines and future prospects.

. Analyze the elements of a good Cyber Risk Dashboard and understand what
security metrics to seek from management
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PAMELA GUPTA i OutSecure is a cyber-security strategy
iy S creation company. We assist our clients stay in

business in today’s challenging cyber security
threat landscape. We do this by creating a
strategic information security program aligned

) ) with their business risks. Our approach is

is President of OutSecure Inc. unique in that it provides a standardized yet

With a powerful resume in Security customizable security management program

Program definition and Strategy at for organizations of all sizes, and sectors which

major global Fortune 500 companies, may be at any stage of security maturity.
Pamela founded OutSecure Inc., to assist

companies in protecting themselves
with a strategic security program built

to address information protection risks TO SCHEDULE YOUR INITIAL CONSULTATION.
unique to their environment.
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